
VIDEO CONTENT ANALYTICS

Tamper Detection
The Tamper Detection feature enables you to draw a rectangle anywhere within the 
camera field of view, and send an email or notification whenever all or a portion of this area 
of the lens is covered. 

Tamper Detection is ideal for 
identifying situations such as:

•  Camera is physically hit or moved

•  Vandalism or intentional rotation of 
the camera or lens

•  Someone attempts to cut the 
power to the camera

•  Intentional obstruction of field of 
view with an object or substance 
(paint, tape, etc.)

•  Accidental obstruction of field of 
view by a tree branch or stray item 
blowing in the wind

Features & Benefits:*

•  Easily configure Tamper Detection to:

•  Designate an area of the camera lens that is sensed for video tampering

•  Set up a schedule for when the camera senses for video tampering

•  Adjustable camera sensitivity allows you to set the sensitivity for video 
tampering, to prevent false alarms and/or event triggers

•  The VCA Search feature saves time by allowing you to quickly find, review 
and download video of Tamper Detection events

•  The Video Playback feature allows you to easily review and analyze Tamper 
Detection events

•  Tamper Detection analytics are more reliable than traditional motion 
detection, because sensitivity settings can be configured to reduce the 
incidence of false alarms

*Alibi DVRs, NVRs and IP cameras can perform Tamper Detection analysis

Applications

  Â Airports

  Â ATMs

  Â Construction Sites

  Â Convenience Stores

  Â Correctional Facilities

  Â Industrial Facilities 

  Â Parking Lots

  Â Schools

  Â Transit Stations

  Â Warehouses

  Â …and more
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